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Teleportation
We now present the quantum teleportation protocol. Again, this 
involves two parties, Alice and Bob, who share an entangled state of two 
qubits. Alice also has a further qubit in a generic state |ΨT>, a state that 
she wants to teleport to Bob, by means of local measurements and 
classical communication. 

For a two qubit system, let us introduce the following states: 

Alice Bob

Entangled state
|ΨT>

To be teleported to Bob

|�+i =
1p
2
(|00i+ |11i)

|��i =
1p
2
(|00i � |11i)

| +i =
1p
2
(|01i+ |10i)

| �i =
1p
2
(|01i � |10i)

<latexit sha1_base64="Gn8FJve4okeBqNOBahAW8dKAol4=">AAADPniclVJLbxMxEPYur7I8msKRi0UEKqoarSMQXJAquHAMUtNWikM068wmVr3ere1Fijb7y7jwG7hx5MIBhHrtESddRGirqow00ud5fP48nqRQ0ro4/hqE167fuHlr7XZ05+69++utjQd7Ni+NwL7IVW4OErCopMa+k07hQWEQskThfnL4dpHf/4jGylzvulmBwwwmWqZSgPOh0UawyxOcSF3hkQZjYFZHc96byg9b3ICeKKRP6WvvPDUgKlZX3B4ZV3XrenMex39qtuicsebwjHKd6zJL0FDOG7bt/2HbvpTNXk0bW9UWX8Z2FW1sVdsFbBFHPf47w1GrHXfipdHzgDWgTRrrjVpf+DgXZYbaCQXWDlhcuGEFxkmhsI54abEAcQgTHHioIUM7rJbfX9MnPjKmaW68a0eX0dWOCjJrZ1niKzNwU3s2twhelBuULn01rKQuSodanF6Uloq6nC52iY6lQeHUzAMQRnqtVEzBj8/5jYv8ENjZJ58He90Oe9558b7b3nnTjGONPCKPySZh5CXZIe9Ij/SJCD4F34Ifwc/wc/g9/BUen5aGQdPzkPxj4clv0PMGyg==</latexit>

|00i =
1p
2
(|�+i+ |��i)

|01i =
1p
2
(| +i+ | �i)

|10i =
1p
2
(| +i � | �i)

|11i =
1p
2
(|�+i � |��i)

<latexit sha1_base64="RKalaoggjsXnvY9zmuXe6iTKlIM=">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</latexit>

Bell basis Computational basis

Assume that the entangled state shared by Alice and Bob is |φ+>. The 
total three-qubit state is

| T i|�+
ABi = (↵|0T i+ �|1T i)

1p
2
(|0Ai|0Bi+ |1Ai|1Bi)

<latexit sha1_base64="E9PGzstDzwrpVrGWIvbfITOZuxU=">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</latexit>
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The qubits whose states are labelled by A and T belong to Alice, the 
one labelled by B belongs to Bob. 

The state ca be rewritten as follows:

| T i|�+
ABi =

1

2

⇥
|�+

TAi(↵|0Bi+ �|1Bi) + |��
TAi(↵|0Bi � �|1Bi)

+| +
TAi(↵|1Bi+ �|0Bi) + | �

TAi(↵|1Bi � �|0Bi)
⇤

<latexit sha1_base64="/e48X9UKiP1I7Uq/ZetSEC9Szj8=">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</latexit>

Nothing has changed, we have simply rewritten the state in a different 
form, by pairing together two states of the two qubits A and T by Alice. 

Now assume that Alice performs a measurement in the Bell basis; 
Then with probability 1/4 each, she will find the system in one of the 
four basis states and the post-measurement state will be 

|�+
TAi(↵|0Bi+ �|1Bi)

|��
TAi(↵|0Bi � �|1Bi)

| +
TAi(↵|1Bi+ �|0Bi)

| �
TAi(↵|1Bi � �|0Bi)

<latexit sha1_base64="iTkCqTxZq/qNaUelwa8UK4j+BuM=">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</latexit>

We note two things. Due to the measurement, entanglement has been 
moved from the AB pair to the AT pair. Bob’s qubit is now factorized. At 
this stage, Bob cannot recover any piece of information, because - as the 
no-signaling theorem has shown - Bob cannot even realize whether or not 
Alice has performed the measurement. 

Given this, Alice needs to communicate classically with Bob, in order to 
tell him what to do in order to recover the state |Ψ>. The sets of orders 
she sends depend on the outcome of her experiment and are: 
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Outcome: |�+i Instruction from Alice to Bob: apply I

Outcome: |��i Instruction from Alice to Bob: apply Z

Outcome: | +i Instruction from Alice to Bob: apply X

Outcome: | �i Instruction from Alice to Bob: apply Y = ZX

<latexit sha1_base64="wnnT2IEqSDxQhq+sm8WKsbE4L40=">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</latexit>

with

I =

✓
1 0
0 1

◆
, Z =

✓
1 0
0 �1

◆
= �z, X =

✓
0 1
1 0

◆
= �x, Y =

✓
0 1
�1 0

◆
= i�y

<latexit sha1_base64="WWulQRz5VdiVq5KqmGUL3g7fbw8=">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</latexit>

The teleportation protocol is achieved, and after implementing Alice’s 
instructions, Bob’s state is: 

| Bi = ↵|0Bi+ �|0Bi

<latexit sha1_base64="d1nYF7iHjeQu2PPnuPKEZjYk+F0=">AAACJnicbZBNSwMxEIazftb1q+rRS7AIglB2RdFLQerFYwVrC92lzKbTNpjNLklWKNVf48W/4sVDRcSbP8W0LmirLwRenplhMm+UCq6N5304c/MLi0vLhRV3dW19Y7O4tX2jk0wxrLNEJKoZgUbBJdYNNwKbqUKII4GN6PZiXG/codI8kddmkGIYQ0/yLmdgLGoXK0HLvQ9SzdvVQIHsCaQVGoBI+0DvvR94SIMIzRRzg7BdLHllbyL61/i5KZFctXZxFHQSlsUoDROgdcv3UhMOQRnOBD64QaYxBXYLPWxZKyFGHQ4nZz7QfUs6tJso+6ShE/p7Ygix1oM4sp0xmL6erY3hf7VWZrpn4ZDLNDMo2feibiaoSeg4M9rhCpkRA2uAKW7/SlkfFDBjk3VtCP7syX/NzVHZPy6fXB2Vzqt5HAWyS/bIAfHJKTknl6RG6oSRR/JMRuTVeXJenDfn/bt1zslndsiUnM8viDyj9w==</latexit>

Some comments: 
• After teleportation, Alice’s initial qubit in the state |Ψ> becomes 

part of an entangled state. There has been no copying of the state. 
We will come back on this later. 

• No transfer of matter or energy is involved, only the transfer of a 
state. 

• The whole protocol is subluminal, since Alice first needs to 
measure and then to communicate to Bob. This is a restriction 
imposed by the no signaling condition (and complies with 
relativity) 

• For every qubit teleported, Alice needs to send Bob two classical 
bits of information, which cannot carry complete information 
about the state being teleported. An eavesdropper cannot 
reconstruct the state |ψ> by eavesdropping the communication 
between Alice and Bob. 

Note the role of the collapse of the wave function in the teleportation 
protocol, which makes it nonlocal. 
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Let’s see how the teleportation protocol can be implemented in a 
quantum computational language. The Bell states can be generated as 
follows: 

|φ+> |φ->

|ψ+> |ψ->

And they can be measured as follows 

|φ+>

|φ->

|ψ+>

|ψ->

Outcome m1 = 0

Outcome m2 = 0

Outcome m1 = 1

Outcome m2 = 0

Outcome m1 = 0

Outcome m2 = 1

Outcome m1 = 1

Outcome m2 = 1
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This is called a Bell state anlayzer. The circuit for the teleportation 
protocol is now easy to construct

Bell state preparation

Bell state measurement

Classical communication and
Post measurement manipulation
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Entanglement swapping

An important operation associated to teleportation is entanglement 
swapping. First we present the algorithm, then we explain its importance. 

1

2

3

1. Two separate Bell state are prepared. Keeping the order from top to 
bottom:

1p
2
[|00i+ |11i] 1p

2
[|00i+ |11i] =

1

2
[|00i|00i+ |00i|11i+ |11i|00i+ |11i|11i]

=
1

2
p
2
[|0i(|�+i+ |��i)|0i+ |0i(| +i+ | �i)|1i

+|1i(| +i � | �i)|0i+ |1i(|�+i � |��i)|1i]

<latexit sha1_base64="ZZ6ootF1SoIcLfPKsgjXYpTCj5g=">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</latexit>

We highlight the two middle qubit in red and put them on the left 
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1p
2
[|00i+ |11i] 1p

2
[|00i+ |11i] =

1

2
[|�+i|�+i+ |��i|��i+ | +i| +i+ | �i| �i]

<latexit sha1_base64="cuEBS/VQydwgrv86JuPRn1o62uM=">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</latexit>

v

2. A Bell state analysis of the two middle qubits is performed. There are 
four possible outcomes, all with the same probability 1/4. The two 
outer qubits will end up in an entangled state perfectly correlated to 
the outcome of the measurement. 

3. Through classical communication of the result, the Bell state is 
changed into |φ+>. 

What we have realized is entanglement swapping 

Now the two are entangled

This forms the basis of the working of a quantum repeater
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A quantum repeater, as a classical repeater, is meant to increase the 
distance for two parties to share entangled state. Entangled states 
traveling foe example along optical fibbers, are subject to losses. 
Currently, maximum distances of hundreds of kilometres can be reached. 
Quantum repeaters can overcome such losses.  
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FLASH—A superluminal 
communicator based upon a new 
kind of measurement

As usual, there are Alice and Bob sharing a singlet state and perform 
distant spin measurements, as in a standard Bell setup.

The bases we will consider are |↑> , |↓> and |+>, |-> .

The FLASH protocol goes as follows.

1. Alice performs measurements in one of the two basis indicated 
above. Bob will receive the opposite state.

↑/↓ measurements. Alices obtains 50% |↑> and 50% |↓>. The 
states Bob receives are 50% |↓> and 50% |↑>, respectively.

+/- measurements. Alices obtains 50% |+> and 50% |->. The states 
Bob receives are 50%  |-> and 50% |+>, respectively.

2. Bob amplifies the signal:

|↑>  ⇒ |↑↑↑↑↑↑↑↑↑↑↑↑>
|↓>  ⇒ |↓↓↓↓↓↓↓↓↓↓↓↓ >

in case Alice makes ↑/↓ measurements.

|+>   ⇒ |++++++++++++++++++++>
|->   ⇒ |--------------------------------->

in case Alice makes +/- measurements.
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3. Bob divides the states in two subsets. For half of them he performs 
a ↑/↓ measurement; for the other half he performs a +/-
measurement. 

1. Alice makes a 
measurement

2. Bob amplifies 
the signal

↑/↓

+/-

|↑↑↑↑↑>
or

|↓↓↓↓↓>

|++++++++>
or

|------------->

3. Bob performs 
a measurement

↑/↓ +/-

100% ↑

100% ↓

50% + 
50% -

50% + 
50% -

↑/↓ +/-

100% +50% ↑ 
50% ↓

50% ↑ 
50% ↓

100% -

The statistics in the two cases is different. Bon can recover from a 
distance the type of measurement Alice performed. This forms the 
basis for a superluminal communication protocol.   
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The no-cloning theoremThe No Cloning Theorem
The theorem says that it is not possible to clone an arbitrary quantum 
state.


Let us consider a unitary operator U such that:





The state  has been duplicated. In particular we have, for two given 
states:







U |ψ⟩ ⊗ |s⟩ → |ψ⟩ ⊗ |ψ⟩ ∀ψ ∈ ℋ

ψ

U |ψ1⟩ ⊗ |s⟩ → |ψ1⟩ ⊗ |ψ1⟩
U |ψ2⟩ ⊗ |s⟩ → |ψ2⟩ ⊗ |ψ2⟩

The No Cloning Theorem
Then:


⟨ψ1 |ψ2⟩ = ⟨ψ1 | ⊗ ⟨s |s⟩ ⊗ |ψ2⟩ = ⟨ψ1 | ⊗ ⟨s |U†U |s⟩ ⊗ |ψ2⟩ = ⟨ψ1 |ψ2⟩2

So we have the equation: x2 = x, whose solution is x = 0,1. This means 
that the two states  and  are either the same or orthogonal to 
each other.


The conclusion is that it is possible to copy orthogonal states, but it is 
ont possible to copy arbitrary non-orthogonal states. This violates the 
unitarity of quantum evolutions.  


ψ1 ψ2

The No Cloning Theorem
The theorem says that it is not possible to clone an arbitrary quantum 
state.


Let us consider a unitary operator U such that:





The state  has been duplicated. In particular we have, for two given 
states:







U |ψ⟩ ⊗ |s⟩ → |ψ⟩ ⊗ |ψ⟩ ∀ψ ∈ ℋ

ψ

U |ψ1⟩ ⊗ |s⟩ → |ψ1⟩ ⊗ |ψ1⟩
U |ψ2⟩ ⊗ |s⟩ → |ψ2⟩ ⊗ |ψ2⟩

The No Cloning Theorem
Then:


⟨ψ1 |ψ2⟩ = ⟨ψ1 | ⊗ ⟨s |s⟩ ⊗ |ψ2⟩ = ⟨ψ1 | ⊗ ⟨s |U†U |s⟩ ⊗ |ψ2⟩ = ⟨ψ1 |ψ2⟩2

So we have the equation: x2 = x, whose solution is x = 0,1. This means 
that the two states  and  are either the same or orthogonal to 
each other.


The conclusion is that it is possible to copy orthogonal states, but it is 
ont possible to copy arbitrary non-orthogonal states. This violates the 
unitarity of quantum evolutions.  


ψ1 ψ2

not
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Why FLASH does not workWhy FLASH does not work
Suppose the machine does the following

| ↑ ⟩ → | ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ⟩
| ↓ ⟩ → | ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩

Then by linearity

| + ⟩ = 1
2

[ | ↑ ⟩ + | ↓ ⟩] → 1
2

[ | ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ⟩ + | ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩]

| − ⟩ = 1
2

[ | ↑ ⟩ − | ↓ ⟩] → 1
2

[ | ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ⟩ − | ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩]

Why FLASH does not work
The suppose Alice prepared in the so that Bob’s machine generates↑ / ↓
| ↑ ⟩ → | ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ⟩
| ↓ ⟩ → | ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩

Bob divides the set un two subsets. For half of them he performs a 
measurement; for the other half he performs a +/- 

measurement.

 

↑ / ↓

| ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ↑ ⟩

| ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩
Half to :  100%   or 100%   ↑ / ↓ | ↑ ⟩ | ↓ ⟩
Half to    :  50%     and 50%   +/− | + ⟩ | − ⟩
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| ↓ ⟩ → | ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ↓ ⟩

Bob divides the set un two subsets. For half of them he performs a 
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|↑↑↑↑↑>
or

|↓↓↓↓↓>

↑/↓ +/-

100% ↑

100% ↓

50% + 
50% -

50% + 
50% -

The statistics is
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Classical cryptography can be divided into two major branches; secret or 
symmetric key cryptography and public key cryptography, which is also 
known as asymmetric cryptography. 

Secret key cryptography represents the most traditional form of 
cryptography in which two parties both encrypt and decrypt their messages 
using the same shared secret key. While some secret key schemes, such as 
one-time pads, are perfectly secure against an attacker with arbitrary 
computational power, they have the major practical disadvantage that 
before two parties can communicate securely they must somehow 
establish a secret key. 

In order to establish a secret key over an insecure channel, key distribution 
schemes based on public key cryptography, such as Diffie-Hellman, are 
typically employed. 

In contrast to secret key cryptography, a shared secret key does not need to 
be established prior to communication in public key cryptography. Instead 
each party has a private key, which remains secret, and a public key, which 
they may distribute freely. If one party, say Alice, wants to send a message 
to another party, Bob, she would encrypt her message with Bob's public 
key after which only Bob could decrypt the message using his private key. 
While there is no need for key exchange, the security of public key 
cryptography algorithms are currently all based on the unproven 
assumption of the difficulty of certain problems such as integer 
factorization or the discrete logarithm problem. This means that public key 
cryptography algorithms are potentially vulnerable to improvements in 
computational power or the discovery of efficient algorithms to solve their 
underlying problems. Indeed algorithms have already been proposed to 
perform both integer factorization and solve the discrete logarithm 
problem in polynomial time on a quantum computer.

Secure communication
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QKD – Quantum Key Distribution
The basic model for Quantum Key Distribution (QKD) protocols involves 
two parties, referred to as Alice and Bob, wishing to exchange a key both 
with access to a classical public communication channel and a quantum 
communication channel. This is shown in the figure. 

An eavesdropper, called Eve, is assumed to have access to both channels 
and no assumptions are made about the resources at her disposal. With 
this basic model established, we describe in layman's terms the 
necessary quantum principles needed to understand the QKD protocols. 

QKD
The basic model for Quantum Key Distribution (QKD) protocols involves 
two parties, referred to as Alice and Bob, wishing to exchange a key both 
with access to a classical public communication channel and a quantum 
communication channel. This is shown in the figure. An eavesdropper, 
called Eve, is assumed to have access to both channels and no 
assumptions are made about the resources at her disposal. With this basic 
model established, we describe in layman's terms the necessary quantum 
principles needed to understand the QKD protocols.

QKD - BB84
The Figure shows how a bit can 
be encoded in the polarization 
state of a photon in BB84. 


We define a binary 0 as a 
polarization of 0 degrees in the 
rectilinear bases or 45 degrees 
in the diagonal bases. Similarly 
a binary 1 can be 90 degrees in 
the rectilinear bases or 135 in 
diagonal bases. 


Thus a bit can be represented 
by polarizing the photon in 
either one of two bases.

QKD – The BB84 protocol
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Assume that Eve tries to intercept the basis. She will do that by 
measuring the photon’s state. In this way, she will introduce an error with 
probability 25%

A sends bit 
0 in basis +

The best Eve can do is:

50% +: outcome 0

50% x: outcome 0 or 1

Bob mesures in basis +

Outcome 0

50 % 0 and 50% 1

So 25% of the times Bob gets a different result from Alice, in spite they 
have measured in the same basis. 

What an eavesdropper can do.  Eve can do only two things: either perform a unitary evolution in the attempt 
to copy the state of the system, or measure the state. Because of the no-cloning theorem, she cannot copy 
non-orthogonal states, this is why the BB84 has be set up this way. Let’s see what happens is she measures 
the state .

,
§

1. Alice begins by choosing a random string of bits.

2. For each bit, Alice will randomly choose a basis, rectilinear or diagonal, to use 
to encode the bit.

3. She will transmit a photon for each bit with the corresponding polarization, as 
just described, to Bob.

4. Bob also chooses a random basis.

5. For every photon Bob receives, he will measure the photon's polarization in 
the chosen basis. If, for a particular photon, Bob chose the same basis as Alice, 
then in principle, Bob should measure the same polarization and thus he can 
correctly infer the bit that Alice intended to send. 

6. Bob will notify Alice over any insecure channel what basis he used to measure 
each photon. Alice will report back to Bob whether he chose the correct basis 
for each photon.

7. Alice and Bob will discard the bits corresponding to the photons which Bob 
measured with a different basis. On the average, only half of the photons have 
to be disregarded. Provided no errors occurred or no one manipulated the 
photons, Bob and Alice should now both have an identical string of bits which 
is called a sifted key.

The protocol is (a variation of) the following

1
2
3
4
5
6
7



17

The role of Eve

QKD - BB84

QKD - BB84 - Eve
Assume that Eve tries to intercept the basis. She will do that by 
measuring the photon’s state. In this way, she will introduce an error with 
probability 25%

A sends bit 
0 in basis +

The best Eve can do is:

50% +: outcome 0

50% x: outcome 0 or 1

Bob mesures in basis +

Outcome 0

50 % 0 and 50% 1

So 25% of the times Bob gets a different result from Alice, in spite they 
have measured in the same basis. 

QKD - BB84 - Eve
If now Alice and Bob publicly compare n bits (then disregarding them as 
key bits, since they are no longer secret) the probability of finding a 
disagreement is


    (where 3/4 is the probability that they all match)


Then for n = 72:   (nine 9)


Almost immediately Alice and Bob realize that Eve tried to copy the key 
and abort the operation of key distribution. 


In general, if there are too many errors when comparing the bits, the 
quantum channel in considered insecure and the protocol is aborted. 

ℙ(n)
D = 1 − (3/4)n

ℙ(n)
D = 0,999999999

QKD - E91
Eckert describes a channel where there is a single source that emits pairs 
of entangled particles, which could be polarized photons. The particles 
are separated and Alice and Bob each receive one particle from each pair 
as shown in figure 5. Alice and Bob would each choose a random bases 
on which to measure their received particles. As in BB84, they would 
discuss in the clear which bases they used for their measurements. For 
each measurement where Alice and Bob used the same bases, they 
should expect opposite results due to the principle of quantum 
entanglement as described earlier.
This means that if Alice and Bob 
both interpret their measurements 
as bits as before, they each have 
a bit string which is the binary 
complement of the other. Either 
party could invert their key and 
they would thus share a secret 
key.
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QKD – The E91 protocol

This protocol makes specific use of entanglement

1. Alice and Bob share an entangled state, specifically the state |φ+>.

2. Alice makes a measurement with a direction randomly chosen between 
{0, π/8 , π/4}, whereas Bob makes a measurement with a direction 
randomly chosen between {−π/8 , 0, π/8}. They record the measurement 
result and broadcast the measurement basis which they used, through the 
classical channel. 

3. Thus, Alice and Bob now know each other's choice. They divide the 
measurement result into two groups: one is the decoy qubits G1 where 
they choose different measurement basis and another is the raw key 
qubits G2 where they choose the same measurement basis.

4. The group G1 is used to detect whether there is an eavesdropping. To 
detect eavesdropping, they can compute the test statistic S using the 
correlation coefficients between Alice’s bases and Bob’s, similar to that 
shown in the Bell test experiments. If there is an error in the value of S, 
which means that there is also a eavesdropper, Alice and Bob will conclude 
that the quantum channel is not safe, and they will interrupt this 
communication and start a new one. 

5. If the quantum channel is safe, G2 can be used as the raw keys because 
Alice and Bob can receive the same measurements. Both Alice and Bob 
agree on that the measurement |0⟩ represents the classical bit 0, while 
the measurement |1⟩ represents the classical bit 1, and thus get their key 
string. 
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Note: The choice of direction is different from that considered before 
when presenting Bell’s theorem, because now we are referring to photon 
polarization in the |φ+> state, while before we were referring to the singlet 
state of spins. In the present case we have

PQM(+ + |a,b, ) = PQM(�� |a,b, ) = 1

2
cos2 ✓

PQM(+� |a,b, ) = PQM(�+ |a,b, ) = 1

2
sin2 ✓

<latexit sha1_base64="SZUgTSFvErdpE2a49QDnkYsqA3c=">AAADSHicjVJNbxMxEPVu+SjhK4UjF4sIVFQa7UZU5VKpggsXpFQibaU4jWxnNrG6613sWcTK7M/jwpEbv4ELBxDihjfNoaQNMNJYTzN+mjdPI4pUWYyiL0G4duXqtevrN1o3b92+c7e9ce/Q5qWRMJB5mptjwS2kSsMAFaZwXBjgmUjhSJy+bPpH78BYles3WBUwyvhUq0RJjr403ghOmICp0g7eam4Mr+qWYxnHmRC0X48dQ3iP/lW6ogev63pza+uDYyKhvH5K50B4wAqrntDHdM/n3+nb2yvpe5QlhksX165XUyZze9JjOAPklOlcl5kAQxn7l77VA/5L3+r1lvRZpS/R12KgJ+fMHLc7UTeaB70I4gXokEX0x+3PbJLLMgONMuXWDuOowJHjBpVMoW6x0kLB5SmfwtBDzTOwIzc/hJo+8pUJTXLjUyOdV88zHM+srTLhfzYm2OVeU7ysNywxeT5yShclgpZng5IypZjT5qroRBmQmFYecGmU10rljHu30N9eY0K8vPJFcNjrxs+6Owe9zv6LhR3r5AF5SDZJTHbJPnlF+mRAZPAx+Bp8D36En8Jv4c/w19nXMFhw7pM/Yi38DUorCrw=</latexit>

and

EQM(a,b| ) = cos 2✓

<latexit sha1_base64="TLWRQqHOkIpAQSnAaIdujX2QPg0=">AAACKnicbZBdSxtBFIZn1bZ2+2Gql94MhkIKJewGpd4U1CJ4U1BoEiGzhNnJ2WRwdnaZOSuGdX+PN/6V3uRCCb3tD+nk40JND8zw8L7nMHPeOFfSYhBMvbX1jVev32y+9d+9//Bxq/Zpu2Ozwghoi0xl5jLmFpTU0EaJCi5zAzyNFXTjqx8zv3sNxspM/8JxDlHKh1omUnB0Ur92zHr+ab9kCDfobqnH9OJnVTVKFieUV1/pHOLqlrLcyi/0O2Uis7TFcATIqc+ifq0eNIN50VUIl1Anyzrv1yZskIkiBY1CcWt7YZBjVHKDUiiofFZYyLm44kPoOdQ8BRuV81Ur+tkpA5pkxh2NdK4+nSh5au04jV1nynFkX3oz8X9er8DkMCqlzgsELRYPJYWimNFZbnQgDQhUYwdcGOn+SsWIGy7Qpeu7EMKXK69Cp9UM95sHF6360ckyjk2yS/ZIg4TkGzkiZ+SctIkgd+Q3eSCP3r038aben0Xrmrec2SHPyvv7D4WepXA=</latexit>

And, for a choice of directions like in the figure
a
b

c
d

|𝐸!"(𝐚, 𝐛) − 𝐸!"(𝐚, 𝐝)| + |𝐸!"(𝐜, 𝐛) + 𝐸!"(𝐜, 𝐝)| =

= |cos2𝜃𝐚,𝐛 − cos2𝜃𝐚,𝐝| + |cos2𝜃𝐜,𝐛 + cos2𝜃𝐜,𝐝|

= |cos2𝜃 − cos6𝜃| + 2|cos2𝜃|

For θ = π/8 we have

cos2𝜃 − cos6𝜃 + 2 cos2𝜃 = 2 2 > 2

The inequality is violated.


